Commonwealth Fraud and Corruption Control Framework 2024
Example Implementation Roadmap
(Accessible Version)

Step 1: Read and understand the new framework 
The framework includes new requirements that may change the way your entity manages fraud and corruption.
Reading the framework and associated information sheets developed by the Attorney-General’s Department (AGD) is your first step to understanding how to implement it.
Step 2: Establish governance arrangements
Establish governance structures and processes to effectively oversee and manage risks of fraud and corruption relating to the entity (s10(d)(i) of the PGPA Rule and Policy Element 4.1).
For many entities, existing governance arrangements for managing risk may be appropriate for this purpose. For some entities, it may be appropriate to establish specific fraud and corruption risk governance arrangements.
Step 3: Identify roles and responsibilities
Identify and document the roles and responsibilities of specific officials, positions or internal governance bodies (s10(d)(ii) of the PGPA Rule and Policy Element 4.2).
This may include but is not limited to the accountable authority, chief risk officer (if applicable) and senior executives.
Step 4: Assess fraud and corruption risks at the enterprise level
Undertake an assessment of your entity’s exposure to both fraud and corruption, which provides a landscape view of all activities, functions and expenditure areas across an entity and its operating environment (s10(a) of the PGPA Rule and Policy Element 1.1).
For some entities, this might involve considering fraud and corruption as part of their broader enterprise risk assessment. 
Step 5: Develop an enterprise-level fraud and corruption control plan 
Identify the mechanisms in place to prevent, detect and respond to fraud and corruption relating to the entity.
The control plan should also identify the key controls and risk treatments to mitigate the risks of fraud and corruption across the entity’s different activities, functions or programs. 
Document these controls and treatments in a control plan (s10(b) of the PGPA Rule and Policy Element 2.1). 
Step 6: Define and document the entity’s approach to managing fraud and corruption
Via the established governance arrangements, define and document the entity’s:
· overall commitment to managing and responding to fraud and corruption risks
· risk appetite and tolerance statements relating to fraud and corruption
· key roles and responsibilities of relevant officials and committees (where relevant)
· arrangements for preventing, detecting, responding and reporting on fraud and corruption.
(s10(d)(iii) of the PGPA Rule and Policy Element 4.5)
Step 7: Promote a culture of integrity, including through training and awareness raising
Ensure officials at all levels are aware of their responsibilities for fraud and corruption risk management.
Promote a culture of integrity, including requiring officials to undertake training in integrity, fraud and corruption awareness on induction and more regularly as appropriate (s10(e)(i) of the PGPA Rule and Policy Elements 5.1 and 5.3).
Step 8: Determine level of capability needed 
Assess the entity’s current level of capability for managing fraud and corruption.
Via the established governance arrangements, determine whether the current mechanisms and level of capability is reasonable and appropriate, having regard to the entity’s size and operations and the nature and complexity of the entity’s fraud and corruption risks
(s10(d)(i) of the PGPA Rule and Policy Element 4.3).
Step 9: Establish appropriate mechanisms (as required) to prevent, detect and respond to fraud and corruption related to the entity.
Establish a system of internal control for fraud and corruption that is fit for purpose to protect the entity from those risks. This should include proportionate yet effective prevention, detection, investigation and other response mechanisms, with a focus on prevention (s10(d)(e) and s10(d)(f) of the PGPA Rule and Policy Elements 5, 6 and 7).
Step 10: Establish appropriate mechanisms for recording and reporting incidents of fraud or corruption or suspected fraud or corruption
Establish proportionate yet effective mechanisms for recording and reporting incidents of fraud or corruption or suspected fraud or corruption related to the entity. Also establish a feedback loop of internal reporting to maintain appropriate oversight over mechanisms for preventing, detecting and responding to fraud and corruption (s10(d)(f) of the PGPA Rule and Policy Element 8).

Step 11: Establish processes to periodically review the effectiveness of controls
Establish processes to review existing fraud and corruption controls to determine whether they are operating effectively. 
To ensure these reviews are appropriate, cost-effective and proportionate to the entity’s risks, focus effort and resources on the most critical controls related to the entity’s highest risk activities, functions and programs ((s10(c) of the PGPA Rule and Policy Element 3).
Step 12: Identify higher risk activities, functions or programs  
Identify which of your entity’s activities, functions or programs are at highest risk of fraud and corruption.
Provide the results of the activity to the officials responsible for managing risks of fraud and corruption to decide whether it is appropriate to undertake targeted fraud and corruption risk assessment and control activities in these areas (s10(a) of the PGPA Rule and Policy Element 1.2).
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